
Cyber Liability 

 

Privacy Protection 

1) Use anti-virus software for your computers and keep updated. 

2) Change your password and do not use the same one for all logins. 

3) Do not click on links or attachments in suspicious emails. 

4) Get your credit report at least annually and review it carefully. 

5) Review your credit card charges and object promptly. 

6) If you are notified of a breach, contact the credit bureaus promptly. 

7) Consider a credit monitoring service. 

8) Physical security – put your laptop/mobile device in the trunk or secure place. 

9) Back up to the cloud or a backup drive. 

10) Don’t use free WiFi services. 


